
 

 

 

危害國家資通安全產品審查辦法總說明 
「資通安全管理法」（以下簡稱本法）業於一百十四年九月二十四

日修正公布。為認定並限制使用本法第三條第十一款所稱危害國家資通

安全產品，本法第十一條第三項定明主管機關應會商有關機關擬訂有關

危害國家資通安全產品之審查程序、風險評估、情資分享、使用限制及

其他相關事項之辦法，報請行政院核定之。爰訂定「危害國家資通安全

產品審查辦法」（以下簡稱本辦法），其要點如下： 

一、本辦法訂定之依據。(第一條) 

二、提報審查危害國家資通安全產品之資格及程序。(第二條) 

三、對提報危害國家資通安全產品之風險評估及審查程序。（第三條及

第四條） 

四、危害國家資通安全產品情資分享之對象及其接收危害國家資通安全

產品情資後應採取之措施。（第五條及第六條） 

五、公務機關使用危害國家資通安全產品應遵守之使用限制及過渡條款

。（第七條及第九條） 

六、參與本辦法審查人員之保密規定。（第八條） 

七、審查過程中發現資通安全情資之辦理方式。（第十條） 

 

 



 

 

 

危害國家資通安全產品審查辦法 
條文 說明 

第一條 本辦法依資通安全管理法(以下

簡稱本法)第十一條第三項規定訂定之

。 

本辦法訂定依據。 

第二條 公務機關及特定非公務機關對於

資通系統、服務或產品，認有危害國家

資通安全之疑慮時，依下列規定填具提

報表並檢附相關文件送交主管機關審

查： 

一、總統府、國家安全會議、五院及其

直屬公務機關，由各該機關提報。 

二、中央二級機關所屬或所監督之公務

機關，由各該中央二級機關提報。 

三、直轄市政府、直轄市議會、縣(市)

政府及縣(市)議會，由各該機關提

報。 

四、直轄市、縣(市)政府所屬、所監督

之公務機關，與所轄鄉(鎮、市)公

所、直轄市山地原住民區公所、鄉

(鎮、市)民代表會及直轄市山地原

住民區民代表會及其所屬或所監督

之公務機關，由各該直轄市、縣

(市)政府提報。 

五、特定非公務機關，由其中央目的事

業主管機關提報。 

為明確公務機關及特定非公務機關對於資

通系統、服務或產品認有危害國家資通安

全疑慮之提報程序，定明由核可或核定使

用危害國家資通安全產品之上級機關或中

央目的事業主管機關填具提報表，並於提

報時檢附如物料清單或軟體物料清單等相

關文件供主管機關審查。例如行政院與其

所屬各部會，或監察院及其所屬審計部，

均依第一款由各該機關自行提報；至中央

各部會所屬及所監督之公務機關，則由各

該部會依第二款提報，如交通部高速公路

局，由交通部提報。 

第三條 主管機關辦理前條審查時，應考

量使用該資通系統、服務或產品，對國

家資通安全產生之衝擊，以風險為基礎

，評估對國家利益、政府運作或社會安

定可能造成之影響，認定是否為危害國

家資通安全產品。 

辦理認定危害國家資通安全產品之風險評

估方式。 

第四條 危害國家資通安全產品之審查程

序如下： 

一、 提報表不合程式、內容不完備或有

其他應補正事項者，主管機關得通

知限期補正；無法補正或屆期未補

正、補正未完全者，得逕為結案。

同一資通系統、服務或產品業經主

管機關審查，且無其他新事實或新

證據者，亦得逕為結案。 

二、提報之資通系統、服務或產品為大

陸廠牌者，主管機關得逕依第五條

一、 第一項規定認定危害國家資通安全產

品之審查程序： 

(一)第一款係有關提報案件之形式要

件審查規定。又相關機關所提報

者，如非屬資通系統、服務或產

品，應認屬無法補正之情形，主

管機關得逕為結案；至機關所提

報之標的產品，曾經主管機關審

查，在無新事實或新證據情形

下，亦得逕予結案。 

(二)第二款依據行政院秘書長一百零



 

 

 

規定進行情資分享。 

三、無前款情形者，主管機關應依提報

機關檢附之物料清單或軟體物料清

單予以審查。 

四、主管機關得視需要徵詢相關機關、

團體、業者或專家學者之意見；必

要時，得召開會議討論。 

五、前二款之審查結果認定為危害國家

資通安全產品者，主管機關應依第

五條規定進行情資分享。 

前項第四款會議由主管機關首長或

其指派人員擔任主席，邀請國家安全會

議、國家安全局、內政部、法務部、經

濟部及大陸委員會出席，並得視需要邀

請其他機關或專家學者列席諮詢。 

 

九年十二月十八日院臺護長字第

一○九○二○一八○四 A 號函

示，公務機關不得使用大陸廠牌

之資通訊產品意旨，爰定明相關

機關所提報為大陸廠牌者，得逕

為情資分享。又大陸廠牌，指來

源為「大陸地區廠商」之產品，

而大陸地區廠商，依行政院公共

工程委員會一百零七年十二月二

十日工程企字第一○七○○五○

一三一號函示，指依大陸地區法

律設立登記之公司、合夥或獨資

之工商行號、法人、機構或團

體。例如：產品製造地非於大陸

地區，但該產品生產公司符合前

揭所稱大陸地區廠商者，則符合

本款大陸廠牌產品。又如實際為

「大陸地區廠商」，但偽冒成他

國廠商，亦同；至於零組件於大

陸地區製造，但產品來源並非大

陸地區廠商者，則非為本款所稱

之大陸廠牌產品。 

(三)第三款至第五款規定提報機關有

檢附物料清單或軟體物料清單

時，主管機關應先予審查該清

單，並得對外徵詢意見，必要

時，得召開會議討論，並應將審

查結果辦理情資分享。 

二、考量危害國家資通安全產品之風險所

涉層面廣泛，爰第二項定明得邀請之

機關。 

第五條 危害國家資通安全產品情資分享

之對象為公務機關。但有特殊情形時，

不在此限。 

中央目的事業主管機關接收危害國

家資通安全產品情資後，應依本法第二

十七條所定之管控措施辦理。 

一、 第一項規定危害國家資通安全產品情

資分享之對象原則應為公務機關，例

外於該情資內容涉及軍事、情報機關

或其他與維護國內社會安定、經濟發

展相關等特殊情形時，則不在此限。 

二、第二項規定中央目的事業主管機關接

收危害國家資通安全產品情資後應依

本法第二十七條辦理。 

第六條 前條第一項公務機關接收危害國

家資通安全產品情資後，應採取下列措

施： 

一、盤點其資通系統、服務、產品及發

配供業務使用之資通訊設備，以確

公務機關接收危害國家資通安全產品情資

後應採取之措施。 



 

 

 

認是否有下載、安裝或使用該危害

國家資通安全產品。 

二、有下載、安裝或使用該危害國家資

通安全產品者，應立即移除、解除

安裝或停止使用。但因業務需求且

無其他替代方案者，依本法第十一

條第一項但書規定辦理。 

第七條 公務機關依本法第十一條第一項

但書規定以專案方式使用危害國家資通

安全產品者，應採取下列措施： 

一、指定特定區域及特定人員使用，且

不得傳播影像或聲音，供不特定人

士直接收視或收聽。 

二、定期確認有無其他替代方案。 

三、其他經主管機關指定事項。 

公務機關對於使用危害國家資通安

全產品已無業務需求或有其他替代方案

時，應立即銷毀或封存之。 

依本法第十一條第一項但書規定，公務機

關雖得以專案方式使用危害國家資通安全

產品，但為兼顧公務機關資通安全，爰為

本條使用限制規定。 

第八條 參與本辦法審查之人員，對於因

此所知悉之營業秘密或其他依法應保密

之事項，應負保密義務。 

參與本辦法審查人員之保密規定。 

第九條 本辦法施行前，公務機關業以專

案方式使用危害國家資通安全產品者，

於本辦法施行後，得繼續使用，並應依

第七條規定辦理。 

考量現行有公務機關業依各機關對危害國

家資通安全產品限制使用原則以專案方式

使用危害國家資通安全產品者，為明確於

本辦法施行後之效力，爰為本條規定。 

第十條 主管機關辦理本辦法之審查，發

現有資通安全情資分享辦法所定資通安

全情資，依該辦法之規定辦理。 

考量審查結果可能發現屬資通安全情資分

享辦法所稱之資通安全情資，爰為本條規

定。 

第十一條 本辦法自中華民國一百十四年

十二月一日施行。 

本辦法施行日期。 

 


